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FCC Certifications

This equipment has been tested and found to comply with the limits for a Class B digital device,
pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable protection
against harmful interference in a residential installation. This equipment generates, uses and can
radiate radio frequency energy and, if not installed and used in accordance with the instructions, may
cause harmful interference to radio communications. However, there is no guarantee that
interference will not occur in a particular installation. If this equipment does cause harmful
interference to radio or television reception, which can be determined by turning the equipment off
and on, the user is encouraged to try to correct the interference by one or more of the following
measures:

e Reorient or relocate the receiving antenna.
e Increase the separation between the equipment and receiver.

e Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

e Consult the dealer or an experienced radio/TV technician for help.
Shielded interface cables must be used in order to comply with emission limits.

You are cautioned that changes or modifications not expressly approved by the party responsible for
compliance could void your authority to operate the equipment.

This device complies with Part 15 of the FCC rules. Operation is subject to the following two
conditions: (1) This device may not cause harmful interference, and (2) This device must accept any
interference received, including interference that may cause undesired operation.

CE Mark Warning

This is a Class B product. In a domestic environment, this product may cause radio interference, in
which case the user may be required to take adequate measures.

All trademarks and brand names are the property of their respective proprietors.

Specifications are subject to change without prior notification.
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Introduction

The BroadBand IP Gateway + Fast EtherSwitch is an integrated Internet IP sharing device with a
built-in 4-port 10/100Mbps N-Way Fast Ethernet switch. It is the perfect solution to connect a small
group of PCs to a high-speed broadband Internet connection. Multiple users can have high-speed
Internet access simultaneously via one single IP address (Internet account) of the Cable/xDSL
modem.

This product also serves as an Internet firewall, protecting your network from being accessed by
outside users. All incoming data packets are monitored and filtered. It can also be configured to block
internal users from accessing to the Internet.

This device comes with an easy-to-setup program which ease you all the effort of setting up and
upgrading.

Thanks to both DHCP client and DHCP server, which complete the network configuration
automatically. The built-in 4-port Fast Ethernet Switch lets users plug the network cable into the
device without buying additional Hub/Switch. With the functions of the IP Share, you can enjoy the
true Plug & Play installation.

Auto-start PPPoE connection before it checks email when the PPPoE connection was not previously
established.

In addition, the unit is equipped with an Incoming Mail Indicator, which will lit green when there is
e-mail waiting to be retrieve at the mail server, indications vary as ready-for-retrieved mail(s)
increase.




Sample Application

IP Sharing for
Cable / xDSL:
Modem

Figure 1: Small Office/ Home Office Setup
Features

e For Internet connection.
e Supports VPN (PPTP pass thru).
e Supports PPPoE.

e Supports Internet applications such as Web, ICQ, FTP, Telnet, E-Mail, News, NetMeeting,
Net2Phone, PCAnyWhere, mIRC , CuSeeMe, AoE.. .etc.

e Natural firewall keeps hackers out.

e DHCEP server allocates up to 253 client IP addresses.
e DHCEP client to get global IP address automatically.
e 4 ports 10/100Mbps N-Way Fast Ethernet Switch




e Virtual server.

e Rich packet filters.

e Static routing supported.

e Support Proxy-DNS.

e Easy setup by Web Browser, Windows GUI program and Telnet through network.
e Flash memory for firmware upgrade.

e Incoming email flashing indication.

¢ Limit management through GUI or Web.
e DMZ host supported.

e Supports static [P and DNS for PPPoE.

e Multiple PPPoE accounts.

e Auto-reconnect for PPPoE.

e WINS information distribution.

e WAN IP status list.

e Blocks WAN request.

e One-step firmware upload utility.

Parts Names and Functions

LED Indicators on the Front Panel Ports on the Rear Panel

..

H@ B . |
l \/ Jv l \
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Figure 2: LED Indicators and Ports
LED Color Status
Indicator Solid Flashing
@ (Power Green Turns solid green when power is applied |N/A.
to this device. Turns solid red when the
/Error /Red

device is not working properly.

@ |Internet Orange |Connected and linked to a Cable/xDSL  |Receiving/
(10M) Modem. Glows orange with 10Mbps

Tntoarnat nannontinn: aroan wurith

Sending data




Green Internet connection; green with
(1ooMm) |1 00Mbps.'
® |[Local 1 Green Turns green when connecting to a Receiving/
® [Local 2 /Orange 100Mbps Fast Ethernet connection. Sending data
® [Local 3 Turns orange when connecting to a
© [Local 4 10Mbps Ethernet connection.
@ |Have Mail |Green Flashing frequency (F) vs. Email amount (N)
F=1whenN<5
F=2when 5<N<10
F=3when 10 <N <20
F = 4 for the rest of conditions.
Table 1: LED Indicators
a |5y DC Connects the power adapter plug.
b | Internet Connects to a Cable/xDSL modem.
¢ | MDIX\MDI|Press this button to select Internet port wiring scheme (MDIX or MDI).
d | Local (1-4) (Four RJ-45 dual-speed (10/100Mbps) auto-sensing ports for connecting
with either 10Mbps or 100Mbps Ethernet connections.
e | MDIX\MDI|Press this button to select Local 4th port wiring scheme (MDIX or MDI).

Table 2: Connections Ports

System Requirements

See the following table of system requirements for setting up and managing this product.

System

Set Up Interface | System Requirements

PC

GUI 1. Windows 95, 98, ME, NT or 2000.

2. Netscape 4.0 or above; or IE 4.01 or
above installed

Machintoshi

PC, Unix, or Web (HTTP)

Telnet

! The Internet LED indicator will glow only orange if the model you purchased is with 10M WAN port.




Factory Default Settings
Password

Default setting: left blank.

Setting up password: When using Telnet or Web (HTTP) to configure the device, press Enter to
login the configuration for the first time. It is recommended that you set a password for security and

management purpose.

Password forgotten? If you forgot the password, you can reset the device to factory setting. Refer
to the section titled “Factory Reset” for details.

Local and Global Port Addresses

The LAN parameters of the product are pre-set in the factory. The default values are shown below.

Local Port Global Port
IP address 192.168.1.254 DHCP client function is enabled to
icall he Global
Subnet Mask 255.255.255.0 automatically get the Global port
configuration from ISP.
DHCP server function | Enabled
IP addresses for 253 IP addresses continuing from 192.168.1.1 to 192.168.1.253
distribution to PCs

Table 3: Local and Global Port Addresses

Information from ISP

Before you start configuring this device, you should gather the information as illustrated in the
following tables and keep it for reference.

For CATYV dynamic mode:

Adapter Address

Some Internet Service Providers (ISP) requires that you register the
MAC address of your network card/adapter, which was connected to
your cable or DSL modem during installation. If your ISPs require
MAC address registration, find your adapter’s MAC address by
doing the following:

Under Windows 98: Click Start-> Run, type in “winipcfg”.

Under Windows ME or 2000, Click Start->Run, type in
“command”, and press Enter. At the DOS prompt, type
“ipwinipcfg/all”. The “Physical Address” with 12 digits is your
adapter’s MAC address.

Device/Computer  Name
(or Host Name by some
ISP.)

Enter a descriptive name for identification purpose. You may have to
check with your ISP to see if your BroadBand Internet service has
been configured with a host and domain name. In most cases, these
fields may be left blank. Some Internet Service Providers (ISP)




requires this information and if that is the case, they will provide you
with the name.

Domain Name

ex. yourcompany.com,
Provided by your ISP.

Table 4 Device information

For DSL dynamic mode:
PPPoE Account Info Provided by your ISP
Username Provided by your ISP.
Password Provided by your ISP.

Service Name

For identification purpose. If it is required, your ISP will provide you the
information.

Static IP Address

Provided by your ISP.

Static DNS Server

Provided by your ISP.

For Static Mode:

Table 5 PPPoE information

IP address

address

ISP-assigned IP

Ex. 203.66.81.201

Subnet mask

Ex. 255.255.255.0

Gateway Ex. 203.66.81.254
DNS server #1 Ex. 203.66.81.251
DNS server #2 Ex. 203.66.81.252

Table 6: ISP Assigned Addresses




Configuration via Web

Assuming the workstation’s TCP/IP is set to obtain IP automatically and the IP Sharing Device’s
Local Port is set to “Distribute IP” (default), and all the cables are connected correctly. Open the
browser, enter the local port IP address (default at 192.168.1.254) of the IP Sharing Device, and click
“Go” to get the login page.

a http: /finfo_abocom_com.tw/ - Microsoft Internet Explorer

J File  Edit View Favortes Toole Help |

Ji-,-*,@? & o QA @ @‘% =
Bzt FrfhiE Stop  Refresh  Home Search Faworites  Hiztory kil Frint

Jﬁgdress[gj T2 1601, 254 ~] @Go |J Links

No user name is required for the first time login. The default password is left blank. If you have set a
password, enter that and click OK to continue.

Enter Hetwork Paszword EE

% Pleaze type your uzer name and paszword.

Site: 192.168.1.254

Realm

User Mame ||

Pagzword I

[T Save this password in your password list

ak. I Cancel |

At the setup home page, the left navigation pane where bookmarks are provided links you directly to
the desired setup page. You can select Global Port, Local Port, Management, Virtual Server,
Packet Filter, Static Router, WAN IP Status, Checking E-Mail, Factory Reset.

Click on the desired setup item to expand the page in the main navigation pane. The setup pages
covered in this utility are described below.

Global Port

The opening screen contains settings for the Global (Internet connection) interface. Click on the
down arrow v to select the desired Internet connection mode on the list.

Obtain configuration automatically (CATV dynamic mode): For users who are using Cable
Modem Internet service.

PPPoE (DSL dynamic mode): For users who are using xDSL Internet service that runs PPPoE. If
your XxDSL service uses PPPoE, after installing the IP Sharing device, please do not run PPPoE
software on your computers.

Static configuration: Select this item when the ISP assigns static IP address for your account.




CATYV dynamic Mode

2} Dual Ethamet IP Shara for Cable/xDSL Modam - Microsoft Intarnat Explarar

| Eile Edit Mww Favortes Tools Help

 agever ) IR EEATRIER =] 26

CATV dynamic Mode =l

IUlltilill figurati ically {CATV dy i mode) j_

Audapter Address FF’TFF’T I~ Moty

Dewnce/Computer Name KKCAZ040

Domam Hame I[)nmain

1P Config - . ;

IP Address

Submes Mask

Adapter Address: This field is grayed out for the Adapter Address is assumed not to enter randomly.
In case there is a need to modify your MAC address, check Modify [ and enter the new MAC
address accordingly.

Device/Computer Name: Enter a descriptive name for identification purpose. Some Internet
Service Providers (ISP) requires this information and if that is the case, they will provide you
with the name.

Domain Name: For example: yourcompany.com. The maximum input for this field is 32
alphanumeric characters and it is case insensitive.

Note: Your ISP may ask you to input a certain domain name. Domain name is also required for
internal network’s email and news functions.

IP Config: Select Dynamic or Static. If Static configuration is selected, enter the information of IP
Address and Subnet Mask provided by your ISP.

Gateway: Enter the information provided by your ISP.
DNS Server: Select Dynamic or Static. Enter the information of Primary and Secondary DNS Server
provided by your ISP when Static configuration is selected.

DSL dynamic Mode

2} Dual Etharnat IP Share for Cable/xDSL Modam - Microsoft Intemet Explorar
Eile Edt Mew Fgwomes Tools Help
Agdrass (&) nnp /152168100 254/ =] #6a

DsL dynamic Mode

[PPPuE (DSL dynamic mode) =
Adsgter Addrese foo oo Jcc koo oo 11| heessy
Dence/Computer Hame W
Doman Hame Domain

Device Information




Adapter Address: This field is grayed out for the Adapter Address is assumed not to enter randomly.

In case there is a need to modify your MAC address, check Modify [ and enter the new MAC
address accordingly.

Device/Computer Name: Enter a descriptive name for identification purpose. Some Internet
Service Providers (ISP) requires this information and if that is the case, they will provide you
with the name.

Domain Name: For example: yourcompany.com. The maximum input for this field is 32

alphanumeric characters and it is case insensitive.

FPPOE Acount Actve Profile: <11 ©2 €3
User Hame
Password rowwsa ]
Canfirmn Passward rnsaaa ]
Service Name ’—
I Static TP Address b o
I | Static DNS Server

Secondary l_ ’_

Austo-disconnect if idle for ﬁ minies
I” Auto-reconnect

peser

L+l

PPPoE Account Active Profile ®1 ®2 ®3

You can set three PPPoE accounts, while only one which you selected is active each time you enable
PPPoE.

Username:

* Maximum input is 52 alphanumeric characters (case sensitive).

Password:

» Maximum input is 36 alphanumeric characters (case sensitive).

Service Name: For identification purpose. If it is required, your ISP will provide you the
information.

Static IP Address: Enter the information provided by your ISP.

Static DNS Server: Enter the information provided by your ISP.

Auto-disconnect if idle for [ minutes: Configure this device to auto-disconnect when there is no
activity on the line for a predetermined period of time.

e Default: 5 minutes. You can input any number from 0 to 65535.

e To keep the line always connected, set the number to 0.

®Auto-reconnect : Check to enable auto-reconnected. This function is helpful particularly when
you are logged off for problems caused at your ISP side.




Static Mode

2} Dual Ethamet IP Shara for Cable/xDSL Modam - Microsoft Intarat Explarar

| Bl Edi Vww Favertes Tools Help =
- |

ISlmil: eonfiguration j_
Adsgter Adiese Joo Yoo Jec oo e Jiv e iodity
Desice/Comnguter Name [kkcazoso
Domsin Name [Domain

IP Config © Dyramic © Static

1P Address 11 1 [ize [isz
Submet Mask 55 pos pos s

RESET | SAVE | ]

Adapter Address: This field is grayed out for the Adapter Address is assumed not to enter randomly.
In case there is a need to modify your MAC address, check Modify [ and enter the new MAC
address accordingly.

Device/Computer Name: Enter a descriptive name for identification purpose. Some Internet
Service Providers (ISP) requires this information and if that is the case, they will provide you
with the name.

Domain Name: For example: yourcompany.com. The maximum input for this field is 32
alphanumeric characters and it is case insensitive.

IP Config ®Dynamic @Static This line was grayed out. For static configuration was preset,
so no dynamic IP address is allowed for selected.

IP Address: Enter the information provided by your ISP.
Subnet Mask: Enter the information provided by your ISP.
Gateway: Enter the information provided by your ISP.

DNS Server ©®Dynamic ®Static This line was grayed out. For static configuration was preset, so
no dynamic DNS Server is allowed for selected.

Primary/Secondary: Enter the information provided by your ISP.
SAVE: After completing the settings on this page, click “SAVE” to save the settings.
RESET: Click “RESET” to clear all the settings on this page.

Local Port

This screen contains settings for LAN interface attached to the local network.

-10-



2} Dual Ethernat IP Shara for Cable/«DSL Modam - Microoft Intamat Explorar

| Eite Edd Miew Fgvontes Tools Help
Address [&] hrp (/192 1601 254/ =] #Go

I Adiress fiez [ies I 51
Suboet Mak Bs5 [ss 55 b

[DHCP Server
™ Da ot distnbute TP address to local computers
. Dnztribute |P addreas to local computers

Stant 1P address fioz I8 [ [
Rumber of IP address [ize”
WINS Server O O
neser
1D ntemet

Private Network
IP Address
e Default: 192.168.1.254
SubNetmask
e Default: 255.255.255.0
DHCP Server
©®Do not distribute IP address to local computers’

Checking this radio button to disable this IP Sharing device to distribute IP Addresses (DHCP Server
disabled).

©Distribute IP addresses to local computers

Checking this radio button to enable this IP Sharing device to distribute IP Addresses (DHCP
enabled). And the following field will be activated for you to enter the starting [P Address:

Starts IP address :

The starting address of this local IP network address pool. The pool is a piece of continous IP address
segment. Keep the default value 192.168.1.1 should work for most cases.

Number of IP address:
e Maximum: 253. Default value 253 should work for most cases.

Note: If “Continuous IP address poll starts” is set at 192.168.1.1 and the “Number of IP address in
pool” is 253, the device will distribute IP addresses from 192.168.1.1 to 192.168.1.253 to all the
computers in the network that request IP addresses from DHCP server (IP Sharing Device).

WINS server: Enter the I[P Address Windows domain name server.
SAVE: After completing the settings on this page, click “SAVE” to save the settings.
RESET: Click “RESET” to clear all the settings on this page.

2 If you check this selection, remember you have to specify a static IP address for all your local computers.

11-



Management

2} Dual Ethernet IP Share for Cable ¥DSL Modam - Microsolt Intemet Explorer

File Edit Vwew Favosiles Tools  Help
Aderaes 8] hnp /132168 100 254/

M Change Admaetrator's Password
Hew Password
Confirm New Password

e
—

Lot Mansgemnet Stabon [ lEnsble |

Station | MAC Address oo~ oo Hoo oo Hfoo tfoo

Statien 2 MAC Addrest E.._ .F’Tl.._F._

—I

9

I” PBlock WAN Request
™ Managsment Vi lntemat

reser swe|

In this management page, you can
1. Change Administrator’s password

2. Limit Management: Enables two stations to manage this IP Share through Web configuration.
Enter the MAC addresses for the stations you select for management. After the setup is
completed, only the assigned stations with password authentication can manage this IP Share.

3. Block WAN Request: Blocks requests from Internet to the local network.

If this item is checked, the function of management through Web configuration or Telnet will be
automatically disabled, in other words, Internet requests and the Telnet/HTTP managements,
namely ICMP, IDENT, Telnet, and HTTP will be rejected at the same time.

4. Management Via Internet: Allows management of this device via HTTP and Telnet from
Internet.

Below are coordinate results of Block WAN Request and Telnet/HTTP management for this device.
Refer to this table for further Internet/system management.

V: Checked
X: Unchecked
Block WAN | Managemen | Coordiante Result
Request t Via
Internet
v X WAN requests over TCP 113 (IDENT) and ICMP are
(automaticall | rejected.
y) No Telnet, HTTP managements are allowed.
X \Y WAN requests over TCP 113 (IDENT) and ICMP are
accepted.
Telnet, HTTP managements are allowed.

-12-




X X WAN requests over TCP 113 (IDENT) and ICMP are
accepted.

No Telnet, HTTP managements are allowed.

SAVE: After completing the settings on this page, click “SAVE” to save the settings.
RESET: Click “RESET” to clear all the settings on this page.

Virtual Server

Eile Edit View Fgvomes Tools Halp
Address [@] hip /132 168100 254/ =] ¢Go

Method & By Hame T By Port

Apphe stion (Port) |FTP (TCP 21) =
Fort Type #TCP € UDP

Single/Range  smgle © Range

Part Humber ’_.,I_
Local Server IP Addeess (192 [168 [100 |
RESET | _ADD |

In this page, you can set up a local server with specific port number which stands for the service (e.g.
web(80), FTP(21), Telnet(23)). When this device receives an incoming access request for this
specific port, it will be forwarded to the corresponding internal server. You can add virtual servers by
either port numbers or by names.

Maximum 12 Server entries are allowed and each port number can only be assigned to one IP
address.

Method ©®By Name ® By Port You can select to set up a virtual server either by name or
by port.

Application (Port): Select and click ¥ to scroll down. Select from the most popular server
applications for Virtual Server.

Port Type: please select the port type (TCP or UDP) for the port number that was entered earlier.

Single/Range: For selecting between a specific port and a range of ports which you want the Internet
users to be able to access. The valid port number ranges from 0 to 65535.

Local Server IP Address: Enter the Local Server’s IP address (for the specified port entered above).

ADD: Each time you finished setting, click the Add button and the added servers will appear on the
Server List..

RESET: Click “RESET” to clear all the settings on this page.

13-



[<No Victual Secver» d

]
DELETEALL | DELETE |[og[ =]
DMZ Host IP Address [igz fhes i I
heser

<l

Server List: Display all the virtual servers.
DELETE ALL: Click to delete all the servers on the list.

DELETE: Click to delete the selected server.

DMZ Host Function: If the DMZ Host Function is enabled, it means that you set up DMZ host at a
particular computer to be exposed to the Internet so that some applications/software, especially
Internet / online game can have two-way connections.

DMZ Host IP Address: Enter the computer’s IP Address for DMZ Host.
RESET: Click “RESET” to clear all the settings on this page.
SAVE: After completing the settings on this page, click “SAVE” to save the settings.

Packet Filters

2} Dual Ethamet IP Shara for Cable/xDSL Modam - Microsoft Intarat Explarar

Bile Edl View Fovoites Tools Help =
|Address (8] bp://192.168.100 254/ =] #ce

Packet Filter

ﬂw fw
fm| | [ [
ol 0 0 T i

& From Local [P © To Remote IF

In the Packet Filters setup screen, you can block specific internal users from accessing the Internet
and you can also disable specific Internet services. You can set up the filters through the following
three types of filter. Each filter can be set to filter (drop) or forward (pass) packets. You can input
up to six filters in this device.

Network Adapter Address Filter: filter according to local computer’s network adapter MAC
address (also known as the adapter card’s Physical Address).
IP Address Filter: Filter with computer’s IP address.

Single/Range: You can filter a single IP, or a range of the IP addresses.




IP Range: Enter the Start and End IP addresses for a range of IP addresses for filter/forward.

Direction ®From Local IP ©To Remote IP: filtering IP address of a local computer; or filtering IP
address of a remote server (this remote server connects to the device via Internet).

Filter/Forward ¢ Filter (" Forward

SinglefBange © Snge © Rumge

Post Humber [ &

Port Type FTCP T UDP
RESET

TCP/UDP Port Filter: Filter using the port number. You can set filter for a single port or a range of
ports.

Filter/Forward: Select action (Filter/Forward) for following assigned port(s).
Single/Range: You can filter a single port, or a range of ports.

Port Number: The port number(s) for the filters.

Port Type:

e TCP port: filter according to the Connection-Based Application Service on the remote
server using the port number.

e UDP port: filter according to the Connectionless Application Service on the remote server
using the port number.

ADD: Each time you finished setting the filters, click the Add button and the added filter will appear
on the Filter List..

RESET: Click “RESET” to clear all the settings on this page.

Filter List: Display all the Packet Filters.
DELETE ALL: Click to delete all the filters on the list.
DELETE: Click to delete the selected filter.

Static Router

You can set static routes to manually administrate the network topology/traffic when the dynamic
route is not effective enough.

Select “Static Route #1” or “Static Route #2”, enter the settings, and click “SAVE” to save settings.
Click “RESET” to clear all entries.

-15-
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File Edit Vew Faverites Tools Help -
Adedrees 8] hnp: /132 168 100 254/ s

[Bratic Route Function

I Stane Route #1
Dectinabon MetworkHoet
Subnet Mask

Gatewray

I Stanc Route #2
Deestoation Network/Hoat
Subnet Mack

Gateway

RESET

E AN RN
S
NN NER
NN AR

WAN [P Status

Network Status: Display the current Internet connection status.

3 Dua [ thaumat 5° Shan I A5t Modum - Micresos it | xploror
Ein Ede ew Fgooies Tooh Help

PPPoE Profile No. {Not PPPoE)
PPPoE Connection Time (Not PPPoE)

IP Address 0.0.00

Subnet Mask 0000

Gateway 0.0.0.0

Primary DNS Server 0.0.0.0

Secondary DNS Server  0.0.0.0

Domain Name Domain

Adapter Address 00-90-CC-77-33-88
Link Status DHCP under claiming

RELEASE / DISCONNECT
RENEW [ CONNECT

o1 Dore D i

Sessions List: Displays active Internet sessions through this device.

2} Dual Ethamet IP Shara for Cable/xDSL Modam - Microsoft Intarat Explarar
Ble Edi Mww Favoiles Tools Help =
|Aderess [8) brip //192.168.100.254/ =] 6o

and
Gateway

Seszions List

TCP 1245 1245 20 80 5 =
UL P 1 1244 1244 18 53 10 1
UDP 192.168.100. 1244 16385  168,95,192.1 53 10

[Active >> TCP:1 UDP:2 (Maximum >> TCP1128 UDP54)

. al — | Bl
@] Dene | ntemet

IP Client/ Port Client: The local network IP address/port number of one end point of a session.
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Port Fake: Featuring NAT, the Port Fake is used to translate the local network IP addresses
for connecting to the Internet.

IP Remote/Port Remote: The outside network IP address/port number of the other end of a session.

Users List: Displays the current active users.

2} Dual Ethamet IP Shara for Cable/xDSL Modam - Microsoft Intarat Explarar

Ele Edi Viw Favortes Tools Help =

Broadband
IF GateWay

sers List

152, 168,100,101 OO0E0-9808-92F7 L1r1BdS Vriter

l[otal 1 user, 1 active lease. Elapsed 1:10225

Checking E-Mail

You may set a mail account on this IP Share to periodically check up incoming emails. You'll need to
enter the account name, password, the name of the incoming mail server and the interval to check
mail. The Have Mail LED will lit variously dependent upon the email amount to be retrieved. For
details of the e-Mail LED indication, refer to the previous section titled “Parts Names and
Functions”.

RESET: Click “RESET” to clear all the settings on this page.
SAVE: After completing the settings on this page, click “SAVE” to save the settings.

=) Dual Ethamat IP Shara for CablefxDEL Modem - Microsof Intamet Explorar . = a3
Eile Edit Yww Fgvorites Tools Help
Adelrerss [iF] rnp /192 160 100 254/ x| @6a

Check E-Mail

MyAccount
’P
mrycompamicom

15 e

[save |

Factory Reset

To reset to factory default setting, click the GO button. Note that performaing the Factory Reset
will erase all previously entered device settings.
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File Edit Vwew Favosiles Tools  Help
Adedrees 8] hnp: /132 168 100 254/

D temet
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Configuration via GUI
How to start

1. For the first time installation, insert the setup diskette in the floppy drive, in Windows, run
setup.exe at the diskette’s root directory.

Run EE
Type the name of a program. folder, document, or Internet
resource, and Windows will open it for you.

Open: |A'\SETLIF' EXE =l

QK I Cancel | Browse... |

Figure 3
2. After installing the setup program, go to Start-> Programs—>IP Share Setup.

3. When the opening screen appears, you will be prompted a list of the current active devices. Click
to select the device you want to configure.

k IP Sharet - Fast Ethernet Switch IP Share !Elm
File(F) “iew(y) Help(H)
PR B
Device Mame | IF Address |
192.168.1.254

Figure 4
4. Click B4 on the tool bar to configure the selected device.

The configure dialog box is categorized into several tabs as shown in the following.

Management

Configure

Management | Local F'Drll Global F'Drll Wirtual Sewerl Packet Filterl Advancsl

Firmware Version 500

™ Allow Management From Intermet
I™ Block WaN Request

—I¥ Change Admiristrator's Password

MNew Password
Conlfirn Nevs Pasgword

MAC Address 1 oo foo foo foo foo foo
MAC Address 2 W W W W IW W

Cancel
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Figure 5
Firmware Version: the current firmware version (Read-only).

Allow Management From Internet: Check to allow Web and Telnet configuration.
Block WAN Request: Check to block requests from Internet to the local network.
Change Administrator Password: In this dialog box, you can set administrator’s password.

e Maximum: 6 alphanumeric characters (case sensitive). Please record the password and keep it at
a safe place.

Limit Management Station: Check to allow two stations to manage this I[P Share without entering
any passwords. Enter the MAC Addresses corresponding to the stations.

Local Port

This screen contains settings for LAN interface attached to the local network.

Configure

Management Local Port | Global Portl irtual Selvell Packet Fi\lerl Advam:el

- Private Metwork

P Address I [
Subnet Mask l 255 .2856.255. 0

" Danot distribute IP address to local compters

— 1% Distribute IP address to local compuiters

Start IP Address I 192.168. 1 1

Number of IP Addiess 128

Figure 6
IP Address
e Default: 192.168.1.254
SubNetmask

e Default: 255.255.255.0
©®Do not distribute IP address to local computers’

Checking this radio button to disable this IP Sharing device to distribute IP Addresses to the local
network.

©Distribute IP addresses to local computers

Checking this radio button to enable this IP Sharing device to distribute IP Addresses. And the
following field will be activated for you to enter the starting [P Address:

* If you check this selection, remember you have to specify static IP address for each of your local computers.
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Start IP Address: Enter the starting address of this local IP network address pool. The pool is a
piece of continuos IP.

Number of IP address in pool

e Maximum: 253. Default: 253

Global Port

This screen contains settings for the Global interface. Different WAN interface, i.e. ADSL/Cable
modem, ADSL with PPPoE enabled, or Static Leased Line will have different display. Click to select
the appropriate WAN interface for your environment.

Adapter Address: It is necessary for some ISP to identify this device by its MAC address.

Device/Computer Name: Enter a descriptive name for identification purpose. Some Internet
Service Providers (ISP) requires this information and if that is the case, they will provide you
with the name. The Maximum input for this field is 20 alphanumeric characters and it is case

sensitive.

Managementl Local Port  Glabal Paort |V|rtua|5erver| Packet Fllterl Advancel

= {btain Configuration Automatically ([CATS Dynamic Mode] §
£~ PPPoE [DSL Dynamic Mode)
™ Static Configuration

Adapter Address W - W . lE b W - lF - IF

Device/Computer Mame IU nlitled

Domain Mame Iyuulcumpany.cum

P Config

& Dynamic ¢ Static

IP &ddress o.o0.0.0
SubMetrnask o.o0.0.0
Gateway 0o.0.0.0

—DMS Server—— @ Dynamiz ¢ Static
Primary o. o 1] 1]
Secondary i] ] i] il

Cancel

CATYV Dynamic Mode
Figure 7

© Obtain configuration automatically (CATV dynamic mode):

For users who are using Cable Modem Internet service.
Adapter Address: It is necessary for some ISP to identify this device by its MAC address.

Device/Computer Name: Enter a descriptive name for identification purpose. Some Internet
Service Providers (ISP) requires this information and if that is the case, they will provide you
with the name. The Maximum input for this field is 20 alphanumeric characters and it is case
sensitive.

Domain Name: For example: yourcompany.com. The maximum input for this field is 32
alphanumeric characters and it is case insensitive.
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IP Config ©® Dynamic ® Static You may select Dynamic IP configuration to automatically
assign IP address or Static to have a fixed IP address.

DNS Server ® Dynamic ® Static You may select Dynamic DNS Server or Static DNS server.
WINS server: Enter the Windows domain name server.

®©PPPoE (DSL dynamic mode):

Managementl Local Port  Glabal Paort |V|rtua|5erver| Packet Fllterl Advancel

£~ Dbtain Configuration Automatically (CATY Dynamic Mode)

£+ PPPoE [DSL Dynamic Mode)

™ Static Configuration
Adapter Address W - W . lE b W - lF - IF
Device/Computer Mame IU""i”Ed

Domain Mame Iyuulcumpany.cum

PPPoE dccount &1 2 3

Usemame

Password

Auto-disconnect if idle 0 Minutes

Service Name

I Static |P Address 0.0 0.0

DNS Server—( Dynamic % Static

Frimary a a 0 i}

Secondary 0.0 0.0

™ Auto Reconnect

ez |
.
Figure 8

For users who are using xDSL Internet service that runs PPPoE. If your xDSL service uses PPPoE,
after installing the IP Sharing device, please do not run PPPoE software on your computers.

PPPoE Account ®1 ®2 ®3

You can set three PPPoE accounts, while only one which you selected is active each time you enable
PPPoE.

Username:Maximum input is 52 alphanumeric characters (case sensitive).
Password : Maximum input is 36 alphanumeric characters (case sensitive).

Auto-disconnect if idle for: This device can be configured to auto-disconnect when there is no
activity on the line for a predetermined period of time.

* Default: 5 minutes. You can input any number from 0 to 65535.

* To keep the line always connected, please set the number to 0.

Service Name For identification purpose. If it is required, your ISP will provide you the
information.

Static IP address: Click Dynamic to have an automatically assigned IP address; or click Static to
enter the information provided by your ISP.

Auto Reconnect : Check to enable auto-reconnected. This function is helpful particularly when you
are logged off for problems caused at your ISP side.
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© Static Configuration:

Check this button when the ISP assigns static IP address for your account.
Conligure
Managementl Local Port Global Part |Virtual Serverl Facket FiIterI Advancel

" Obtain Configuration Automatically [CATY Dynamic Mods)
' ic: Mode)

Adapter Address iﬁ- - lﬁ % E & !ED— i rm_ i rDF—

Device/Computer Mame IUntitIed

[omain Mame IDOmainabcdefghiiklmnopqrstuvwxyzD‘I 23
~IP Config | Dnanic £ | Static

IP &ddress o.0.0.0

SubMetmnask o.0.0.0

Gateway o.0.0.0

DNS Server——&&  [iyramic - Static

Prirnary o.n0o0.0.0

Secondary il il il ]

Save I Cancel |

Figure 9

Virtual Server

Being a natural Internet firewall, this IP Sharing device protects your network from being accessed
by outside users. When there is applications that require outside users to access internal servers (e.g.
Web Server, FTP Server, e-mail Server or News Server), this device can act as a virtual server to
public services. You can set up a local server with specific port number which stands for the service
(e.g. web(80), FTP(21), Telnet(23)). When this device receives an incoming access request for this
specific port, it will be forwarded to the corresponding internal server.

Configure

Managemenll Local F'Drll Global Port  Virtual Server | Packet Filterl Advancsl

v DMZ Host
P Address | 192,168 . 1 . 1 ‘

i~ &dd Server
’7(3‘ By Hame! ‘

Application Name A0E [Direct6.0] -

— By Part Number
& Sirgls € Fange Lo e

Port Type
I To I = D
Local Server I - - Browse. | @

i~ Server List
Porth | Local Server | Type |
DeleteAll | Deee |
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Figure 10
DMZ Host: Check to set up DMZ host at a particular computer to be exposed to the Internet.

IP Address: Enter a Local Server’s IP address for the DMZ Host.
Add Server: Click By Name or By Port Number to add the local server in the Server List.
By Name: Click to select the server applications.

Application Name: Click the down arrow ¥ to scroll down and select from the most popular server
applications for Virtual Server.

By Port Number:

Single Port/Port Range: For selecting between a specific port and a range of ports which

you want the Internet users to be able to access. The valid port number ranges from 0 to
65535.

Port Type: please select the port type (TCP or UDP) for the port number that was entered
earlier.

Local Server: Enter the Local Server’s IP address (for the specified port entered above).

Browse: If DHCP function is enabled, click on “Browse”, the distributed IP Addresses (with
associated computer name) will appear on the screen. You can select the desired IP address (for the
specified port entered above) and add it to the server list.

4. After finish selecting the port number and the internal server, click this button to save the new
virtual server so that it can take effect after system being rebooted.

Note: Maximum 12 Server entries are allowed and each port number can only be assigned to one IP
address.

Server List: The Local Server IP Addresses will appear on the screen.

Delete: click to select the Port# in the “Server List” and click “Delete” to delete the server from the
list.

Delete All: Click to delete all the listed virtual servers.
Packet Filters

In the Packet Filters setup screen, you can block specific internal users from accessing the Internet
and you can also disable specific Internet services. You can set up the filters through the following
three types of filter. Each filter can be set to filter (drop) or forward (pass) packets. You can input
up to six filters in this device.
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Configure n

Manﬁgementl Local PDHI Global Pmtl Virual Server PacketFilter |Advance|

— Fllter‘ — Fomwerd ———— [ Network Adapter Address Filter] -
Adapter Address I I I @
% Filter " Forware [IP Address Filter]
& Single " Range Direction
o . # From Local IP @
© ToRemote IP
— Filter —— Forward [ TCF{UDF Faort Filter ]
Port T
& Single ¢ Range (_.D i
¢ ToR @
To| C upp
— Filter List
‘ Delete ALL I | Delete I

Save I Cancel |

Figure 11
Network Adapter Address Filter: filter according to local computer’s network adapter MAC
address (also known as the adapter card’s Physical Address).

IP Address Filter: Filter with computer’s IP address. You can filter a single IP, or a range of the IP
addresses.

e From Local IP: filtering IP address of a local computer.

e To Remote IP: filtering IP address of a remote server (this remote server connects to the
device via Internet).

Note: Use “To Remote IP” function to prohibit all local stations from accessing certain web sites
on the Internet (requires the web site’s IP address).

TCP/UDP Port Filter: Filter using the port number. You can set filter for a single port or a range of
ports.

e TCP port: filter according to the Connection-Based Application Service on the remote
server using the port number.

e UDP port: filter according to the Connectionless Application Service on the remote server
using the port number.

Note: You can only set each filter type to either forward or filter. For example, you can’t set one IP
address to forward and set another IP address to filter. You must set them both to either forward or
filter. However, you can set to forward an “Adapter Address” and set to filter an “IP address”.

Each time you finished setting the filters, click $and the added filter will appear on the Filter List.
Delete: To remove a filter, click to select the filter in the Filter List and click Delete
Delete All: Click to delete all the listed virtual servers.

After the configuration, click on Save to save the settings. Click Cancel to cancel the configuration
process.
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Advance

Static Route:

In the Advance setup screen, you can set static routes to manually administrate the network
topology/traffic when the dynamic route is not effective enough.

Select “Static Route #1 or “Static Route #2”, enter the settings.
E-Mail Account:
You may set a mail account on this IP Share to periodically check up incoming emails.

You'll need to enter the account name, password, the name of the incoming mail server and the
time for interval to check mail.

The Have Mail LED will glow variously dependent upon the email amount to be retrieved.

Configure x|
Managementl Lacal F‘Drtl Global F‘Drtl VlrtualServerI Packet Filter  Advance I
~ Static Rou
v Static Route # Static: Foute B
IP Address o.o0.0.0 o.o0.0.0
Submask o.o.0.0 o.o0.0.0
Gateway o.o.0.0 o.o0. 0.0
i~ E-Mail Account
Aecount my_account
Password
Incoming Mail Server | pOLI_company. com
Interval To Check 15 Minutes

Firmware Upgrade

Manual Upgrade

You may also manually upgrade your IP Share by perform the following steps:

1. Connect the device to a computer that can configure the device using the GUI. Copy the latest
firmware to the directory where the setup.exe is located or to any desired location on the hard
driver (e.g. C:\IPS).

2. Back to the management utility window, click on “File” from the Tool Bar, select “Find
Device” from the drop down menu. You will see a list of the IP Sharing Devices on the screen.
Select the one that you are going to update the firmware and click i3 on the Tool Bar. The
Upgrade Firmware window will appear.

-26-



E IP Sharet - Fast Ethernet Switch IP Share !EIE

File(E) Wiewl) HelpH)
& 1=

| Device Name | IP Address |

3. If you have copy the latest firmware to the directory where sefup.exe is, click on “Default File”
and click “Start”, the program will upgrade the firmware with the latest version of firmware, (i.e.
firmware.bin). If you copy the firmware file to a desired location, in the Upgrade Firmware
window, select  “Specify  File”, enter the firmware file’s path (e.g.
C:\WINDOWS\Desktop\firmware.bin), and then click “Start” to upgrade the firmware.

Upgrad;

¢ Default File

« Specify File

Full Path and File Name :
CAWINDOWS\Desktoptfirmware.bin

Start Cancel

4. The upgrade will take a couple of minutes to complete, do not interrupt the process. After the
upgrade process completes, you will see a “Finish” button, click on it to finish the procedure.
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Changing Password

The device has no password at default. It is recommended that you change the default passwords to
ensure that someone cannot adjust the device’s settings.

From GUI

1. Start this device by running setup.exe as described in the chapter titled “Configuration”.

Configure m

Management ILocaI Portl Glohal Portl irtual Ser\;erl Packet Filterl Advancel

Fitrmware Yersion 460

I~ Allow Management From Internet

™ Block WWAN Beguest

— 1T Change Administrator's Password

MNew Password I
Canfirm New Password I

— 1 Limit Management Station
MAC Address 1 oo oo oo [ oo oo
MaC Address 2 WWWWI“D—W

Save I Cancel |
Figure 12

2. Check “Change Administrator’s Password.

3. Enter the desired new password in “New Password” and enter the new password again in the
“Confirm New Password” field and then click “Save” at the bottom.

From Web

1. At the setup home page, select Detail Setup at the right panel.
2. Point Management to expand.

3. Check Change Administrator’s Password.

4. Enter the new password.

5. Enter to confirm.
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2} Dual Ethernet IP Share for Cable ¥DSL Modam - Microsolt Intemet Explorer

Eile Edit Vww Favonles Tools Help
Address [8) b /192 168 100 254/ x| 28

[Firmrware Version - 5.00

M Change Admaetrator's Password
Hew Password

Confirm New Patsword |

Station 1| MAC Address F M0 Hoo Jjoo oo Sjoo

oo~
Station 2 MAC Addrese |.r_._|-u oo Moo B0 Too

I” PBlock WAN Request
™ Managsment Vik Intamst

RESET _SAVE|

Forgot your password?

Refer to FAQ section for “Factory Reset” procedures.
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FAQ
What is DMZ?

DMZ (DeMilitarized Zone) A barrier between the Internet and a company's Intranet. It is a subnet
that contains a firewall and proxy server, which can be in separate servers or in one server. The
firewall connects to an external firewall on the Internet side, which may be at the ISP's location and
is often called a "boundary router." The double firewall architecture adds an extra measure of
security for the Intranet.

What is PPPoE (PPP Over Ethernet )?

PPPoE is known as a dial-up DSL service. It is designed to integrate the broadband services into the
current widely deployed, easy-to-use, and low-cost dial-up-access networking infrastructure. Thus,
customer can get greater access speed without changing the operation concept.

How can I know I am using PPPoE?

PPPoE client software is provided by our ISP and should be installed onto your computer first. You
run the program to connect/disconnect to the Internet. User Account information (User Name and
Password) is also required each time you connect to the Internet access.

Note: After you have entered the PPPoE information during the device setup, after starting up the
device, the device will provide your Internet Service the PPPoE information and login automatically.
1t is not necessary to install and run the PPPoE software on the computers and you can just uninstall
the PPPoE software from your computers.

Checking PPPoE Connections

1.For GUI Setup program

1. Go to Start—> Programs—>1IP Share Setup.

2. When the configure screen appears, select the Global Port tab. Refer to the previous section titled
“Configuration in GUI”.

3. Check if the value of Global port IP address is 0.0.0.0, if it is, that means that the PPPoE
connection failed. If the value is non-zero, then the PPPoE connection is good.

2. Checking PPPoE status through Terminal Mode

1. Start Telnet as described in the previous section titled “Configuration in Terminal Program” for
terminal emulation.

2. At the command prompt, type show command.

command>show

3. If the string of IP address of global port is 0.0.0.0, this means you are not connected. If it is
anything other than 0.0.0.0 (non-zero), it means the connection is good.

Note: Once the PPPoE setup is completed on this device, do not run any PPPoE client software on
the local workstations.
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Factory Reset

If you have lost the device’s password or you would liek to set the device back to its default state,
you can do the Factory Reset. Performaing the Factory Reset will erase all previously entered
device settings.

To reset to factory default setting, go to the Management Utility window and click [#lon the tool
bar and then clikc “OK” to confirm the reset.

E IP Sharet - Fast Ethernet Switch IP Share !EIB
File(F) Wiew(y) Help(H)

Jolle’ = B
Figure 13

The factory default values is detailed in the section Factory Default Settings.

“I can't find the product using the GUI Setup Software”

For the GUI Setup Software to find the device, it has to be accessed from a client. This means that
the computer you are trying to use to run the software must be setup as described in the section
Configuration in GUI. Also, the computer should be restarted to ensure that it is receiving IP
address from the device.

To verify that your computer’s TCP/IP protocol is setup properly, use the "winipcfg" utility in
Windows (95, 98, and ME). To run this, go to Start-->Run, type "winipcfg" in the Run box, and then
click “OK”. Make sure the Network Adapter Card is selected and then press the "More Info" button
on the bottom right hand corner. For Win2000 and NT stations, open the “Command Prompt”
(DOS window) and type in ipconfig /all and hit “Enter” to obtain the adapter’s IP information.

Look at the box labeled DHCP Server, this should be the product's IP address (192.168.0.1 at
default). If it is not, or it is blank or reads 255.255.255.255 then you may have a cabling problem, or
you may have another DHCP server on your network. In either case, please follow the installation
guide again, and ONLY connect the device, the client, and your modem together. If you are on a
network, it is recommended that you contact your IS or IT Manager for further assistance with DHCP
settings. Placing an IP Sharing Device that passes out IP addresses on a LAN with an existing DHCP
server may cause problems throughout a network. It is recommended you disable other DHCP serves
on the network if you plan on using this product on the network.

IP address conflict

When you see the message box prompted for IP address conflict, this means two or more
workstations have the same IP address. If you have setup the device as a DHCP server, on the
problem workstation, please run the "winipcfg" utility, select the correct Network Adapter, click
“release all” to release all current configuration first, then click “renew all” to renew the IP
information again. If the DHCP function is disabled and static IP addresses are assigned to each
workstation, please double check each workstation’s IP address for duplicate IP.
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Can not access the Internet

Find the workstation’s “Computer” name and then input this name in the device’s
“Device/Computer Name” field in Local Port field. If you are a Cable Modem user, do this only
when your cable Modem Internet Service Provider provides you with a specific “Computer
Name”.

1.0n the Workstation (95, 98, and ME), go to Start ->Control Panel - Network, and select
Identification tab. Copy the Computer name as shown in the left figure below. For Win2000, right
click on “my computer”, select “properties”, click on “network identifications”, click on
“properties”, and then copy the computer name.

2.Run the GUI setup program, select the device, and click on “Configure” to go to the Local Port
tab.

3.Paste the name on to the field “Device/Computer Name” as shown in the right figure below.

Network EEd
Canfiguration Idsniifcation | Access Conlial | Managament Lacal Fort | Glosal Por| vimsed Server | Packet Fier | Acvance |
Privaie Hetwark
E Windows uses the following information ta identify your P Addrass
=—1 computer on the network. Please type a name for this
~ computer, the workgroup it will appear in, and a short SubnatMask 25 265 . 256 . 0
description of the compuler
Domein Nama wECOMpA com
Computer name: | SREmNm0E & bo
 Distribute I addrese io local compuiers:
Workgioup workgroup
Stan [P Address R
Computer
Description: | Nurnbier of IP Addrivss izt-l

Figure 14
Check the physical connectivity of local network.

Check if both the LEDs of Local and Global on the product’s front panel are lit. If yes, go to next
step. Otherwise, make sure you are using the correct cables and the cables are connected to the
network devices properly. Push the MD/MDIX button once and see if the LED lit up.

Check the physical connectivity of broadband device.

Examine the LED of LAN port and the LED of the broadband signal input on the Cable
Modem/xDSL Modem. If the LAN LED is off, make sure you are using the correct cables and the
cables are connected to the devices properly. If the LED of the broadband signal is off, please contact
your ISP.

Note: You can also call your ISP and make sure the Internet service is still online.
Check the status of this product.

If your ISP assigned you an IP address, please skip this step. Otherwise, use the telnet program to
“release” and “renew” the current IP address of the Global port. After that, type “Show” command to
see if “obtain global port configuration from ISP” shows the address is “claiming” or “under
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claiming”. If the IP address is “claiming”, go to next step. If the result is “under claiming”, reboot the
product and check it again. If the result still is “under claiming”, please contact your ISP and find out
if the service is still available.

Check the logical connectivity from your computer to the Internet.

Refer to the section "PING.EXE" in the "TCP/IP Network diagnosis" chapter. Follow the described
steps to find out where the problem is.

Diagnosis

TCP/IP Network Diagnosis

Execute WINIPCFG.EXE or PING.EXE for TCP/IP network diagnosis.
WINIPCFG

The WINIPCFG program (for Win95, 98, and ME) is used to gather information about the TCP/IP
connections that are active on your system. It cannot be used to dynamically adjust TCP/IP
connections. You can also renew leases (if allowed by the network), and get the current [P address
assignments through this program.

From Windows, go to Start, click Run, enter WINIPCFG, and click OK.
Run

Tuype the name of a program, folder, document, or Intemet
resource, and Windows will open it for o,

Oper:  [OEE =l
ok I Cancel | Browse... |

Figure 15: Run
The following figure displays the adapter address and current TCP/IP address.

Note: At the “Ethernet Adapter Information”, select the correct Ethernet adapter that is installed in
this computer.

IP Configuration T ]
— Ethernet Adapter Infarmation
correct
[Novellyooo Ad=sé”  Ethernet|
Adapter Address | 00-40-33-30-A1-E3 gt
IPaddress | 1321680104
SubnetMask | 255 255 2650
Default Gateway | 192 1E8.0 1

] i Heleaze | EEre |

Releaze Al |< Renew Al j tore Info > |

Figure 16: IP Configuration

Click the More Info button to get detailed configuration information.
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IP Configuration M=

— Host Information Clickhere |
Huazt Marne | FC to reveal
DNS Servers| 168354621  more.. |
Mode Type | Broadcast
NetBI0S Scope ld |
IF Routing Enabled [ WIMS Prosy Enabled |

MetBI0S5 Resolution Uses DS [f

— Ethemet Adapter Infarmation

| Mowell 2000 Adapter =]
Adapter Address|  00-40-33-90:41-E3
P Addiess|  192.168.0.104
Subnet Mask | 255, 255, 255 1]
Default G ateway | 192.168.01

DHCF Server | 1592.168.0.1
Primary WINS Server |

Secondan WINS Server |

Leaze Obtained |

Lease Expires |

Heleagel FEmE | HelegseAII| Henemhlll

Figure 17: IP Configuration

On the top, the “Host Name” and “DNS server” of the computer are configured to call when it is
looking for a named resource. The default gateway is the server through which the client connects to
the Internet. The DHCP Server identifies the network server that assigns IP addresses to computers
on the network.

If the product is working properly, the following should be apparent from this screen:
1) The Client should have an IP address within the prescribed range.

2) The “DHCP” and “Default Gateway” should list the product’s local port address (the
device’s IP address).

3) The DNS server IP addresses should match the DNS server IP addresses set in the device.
IPCONFIG

For Win NT and Win2000, go to “Start”—>”Programs”->"Accessories”’>”Command Prompt” to
open the Command Prompt. Type in IPCONFIG /ALL and hit “Enter” to see the adapter’s
information. Type in IPCONFIG /RELEASE to release all adapters’ IP address and IPCONFIG
/RENEW to renew IP addresses. For a list of the IPCONFIG commands, type in IPCONFIG /? .

PING.EXE

Ping is used to verify that a computer is active and available. Users can ping a specific destination
domain name or just the IP address.

Example:
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For example, to find the server 168.95.192.1, type the following command at the MS-DOS prompt
and then press “Enter”:

C:\>ping 168.95.192.1

PING can be executed in Windows as shown below:

1. Go to the Start menu.

2. Click Run.

3. Type ping 168.95.192.1 and click OK.

4. The server (IP address) is online if the following message appears.
Reply from 192.168.0.1: bytes=32 time=3ms TTL=100

5. The destination device is not reachable if the following message appears.
Reply from 192.168.0.1: Destination host unreachable
or Request timed out.

ISP Connectivity Checkup

Issue a PING command to the IP address of your ISP’s Gateway or DNS server.

Note: If the global port was set to obtain configuration automatically, you need to check Gateway
and DNS server information under “Global Port” via the Windows GUI setup program.

For Example:

From the GUI setup program, if the DNS server address is 203.66.81.254, at C:\> prompt, enter Ping
203.66.81.254. If successful, you can reach your ISP server.

If unsuccessful, you may have trouble connecting to your ISP, please verify that the product is
properly configured to connect to your ISP. Also verify that your Cable/DSL modem and the line are
functioning properly.

Internet Connectivity Checkup

PING to an IP address or domain name on Internet.
For Example:

C:\> PING 168.95.192.1 —w 5000

C:\> PING www.yahoo.com —w 5000

If successful, you are connected to the Internet.

If you can ping the ISP’s gateway, but cannot ping a specific site (e.g. www.yahoo.com) on the
Internet, chances are, your ISP has an internal problem. Please call them for support.

Getting Technical Support

For further problems, please contact the distributor.
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Appendix A Specifications
Protocols

IP, NAT, ARP, ICMP, DHCP client/server, PPPoE, PPP, PAP, CHAP
Management/Setup

Using Telnet through network.

Using GUI program in Windows 95/98/NT/2000 via network.
Local

4 x RJ-45, 10/100Mbps NWay Switching ports.
Internet

10Base-T Ethernet port or 10/100Base-T NWay Fast Ethernet port (dependent on your purchase.)
MDIX/MDI Buttons

One for local port uplink

One for Cable/DSL modem connection.

LED Indicators
Power/Error Green/Red
Local x 4 100/10 Green/Orange
Internet 10 or 100/10 Orange only or Green/Orange
Have Mail Green

Electronic Specifications
Input Power DC 5V, @2.4A
Agency and Regulatory: FCC part 15 Class B, VCCI, CE
Physical specification
Dimension: 160 x 105.4 x 27 mm’ (L x W x H)
Weight: 218¢g
Operating Temperature: 0° to 50°
Operating Humidity: 0-90% non-condensing
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Appendix B Supported Internet Applications

Application |Settings for Outgoing Connection Setting for Incoming connection
ICQY%8a,99b |None None
NetMeeting |[None 1503(tcp)
2.1&3.0 1720(tcp)
AOE 2300-2400(tcp) 2300-2400(tcp)
2300-2400(udp) 2300-2400(udp)
47624(tcp) 47624(tcp)
VDO Live  [None None
MIRC None None
Cu-Seeme 7648(tcp) 7648(tcp)
7648(udp) 7648(udp)
24032(udp) 24032(udp)
PCAnywhere |5632(udp), 22(udp), 5631(tcp),|5632(udp),  22(udp),  5631(tcp),
65301(tcp) 65301(tcp)
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